
Ivanti surveyed over 500 enterprise IT 
and security professionals across 
North America and EMEA. 

Patch 
Management 
Challenges

Adding to the 
complexity 
of patch 
management:

Vulnerability exposure 
contributes to breaches:

of respondents 
believe their 
company’s
current patch 
management 
protocols fail to 
effectively 
mitigate risk.

49%

believe that remote work has 
increased the complexity and 
scale of patch management

57% 53%
say that organizing and 
prioritizing critical vulnerabilities 
takes up most of their time 

62%
say that patching often takes a 
back seat to their other tasks

60%
say that patching causes 
workflow disruption to users 

53%
increase in the number of organizations 
affected with WannaCry ransomware 
from January to March 2021

Even after 
4 years 
there was a 

of IT and security professionals 
find patching to be overly 
complex and time consuming

71%

Read the 
full report
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