
Do you know what 
your QR code is up to?

But they could be putting your
security at risk if you’re not careful
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usage in doctor’s
offices, pharmacies 

and hospitals this year,
has risen from 9% in 2020

2/3
of respondents feel 
confident they can 
identify a malicious 

URL, but only 39% feel 
they can identify a 
malicious QR code

of respondents have 
noticed an increase
in QR code use since 

March 2020

of people used a QR code in the last 
year to make a payment or complete a 
financial transaction for the first time 
ever, and 54% of those payments were 

in the last 3 months alone

49%
of respondents either 

do not have or don’t 
know if they have 

security installed on 
their mobile device 

QR code popularity continues to rise…

47%
knew that a QR code is capable 

of opening a URL down from 
61% last year; only 37% were 

aware that a QR code can 
download an application down 
from 49% previously; and only 

22% were aware that a QR code 
can give away physical location 

down from 30%

31%
of respondents 

have scanned a QR 
code that did something 
they were not expecting 

or were taken to a 
suspicious website
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Why the QR code remains a top security
threat and what you can do about it
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