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Patch Management

Checklist

Check out the eleven most essential tool
capabilities you need for discovery,
inventory, and patch deployment needs
across your data center to help keep
servers hardened, data secure and
available, and your business
reputation intact.
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Role-based administration

- Automated patching of physical
3 and virtual servers, hypervisors,
and workstations

Windows and Linux
operating system updates

& Third-party and custom
J application patching

Import any vulnerability vendor
assessment list

Extensive patch
content catalog

Agentless, agent and cloud-based
agent for deployment

%;, Rollback support with pre-patch
4 shapshots

APIs for automation and
orchestration

225)  Ability to share status and
v— verify compliance with others

Real-time executive dashboards
—— and customizable reports

With Ivanti® Security Controls, you’ll get patching designed to
meet data center requirements, with features proven effective
in data centers that complement and extend current patch
management efforts.
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